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Introduction
On 24 February 2016, the Myanmar Ministry of Information released a draft Right to Information Law (draft Law). The Centre for Law and Democracy (CLD) and International Media Support (IMS) very much welcomes this development, and the fact that the government of Myanmar is moving ahead with its long-standing commitment to adopt right to information legislation. We view a right to information law as a key element of a democratic legal framework and believe that the adoption of such legislation is the next logical step for the government of Myanmar, now that it has put in place more democratic media legislation in both the print and broadcasting sectors. 

The draft Law generally represents a strong first draft. It is broad in scope, puts in place a strong framework for the proactive disclosure of information, has relatively good procedures for lodging and processing requests for information and has well-defined exceptions to the right of access. At the same time, there are some areas where the draft Law signally fails to meet better international practice. The most obvious and serious is the lack of any system of administrative oversight of requests for access, for example, in the form of an information commission, which is essential for the proper implementation of such a law. The draft Law also fails to put in place an adequate system of promotional measures for the right of access, again a key factor supporting successful implementation of such a law. There are also a number of more minor omissions and technical ways in which the draft Law could be improved. 

This Note is intended as a contribution to the process of preparing right to information legislation in Myanmar. It describes the key strengths and weaknesses of the draft released by the Ministry of Information in February 2016. It also provides recommendations for amending it to bring it more fully into line with best practice international standards. 

1. Key Issues

This Note identifies three key areas where the draft Law falls short of international standards. The first, already noted above, is that it fails to provide for an administrative system of complaints or appeals. In accordance with section 10, requesters may lodge internal complaints with the government if their requests were not granted and then lodge an appeal with the courts if they are not satisfied with the manner in which their internal complaints have been processed.

These are both important mechanisms but both have their limitations. An internal complaint is useful, but it is not independent in the sense of being decided by someone outside of government, while appeals to the courts are simply too expensive and time-consuming to be accessible or useful to the vast majority of requesters. The overwhelming experience of other countries, including democracies neighbouring Myanmar – such as Bangladesh, India and Thailand – demonstrates that, to be effective, the system of complaints and appeals must also provide for the possibility of an appeal to an independent administrative oversight body, such as an information commission. Indeed, it is no exaggeration to say that one of the key distinguishing features of more successful right to information systems is the presence of an independent, administrative appeals system. 

In some countries, this function is allocated to existing bodies, such as a national human rights commission or ombudsman. However, while this can result in savings, the experience with this approach has not been very successful for various reasons. These include that the powers and approach of existing bodies are often not well tailored to information appeals and that the information function is often treated as a second-class add on. For a larger country like Myanmar, there is no question that the better approach is to establish a new, dedicated information oversight body.

Closely related to the absence of an independent, administrative oversight body is the second key issue, the failure of the draft Law to provide for a robust package of promotional measures. Better practice is to allocate a number of promotional roles to the oversight body, including generally supporting implementation of the law (including by training officials), raising public awareness, including by publishing a simple guide to using the law for citizens, commenting on legislative initiatives which may impact on the right to information, imposing sanctions on officials who wilfully obstruct implementation, making recommendations for reform of the system and publishing an annual report on overall progress towards full implementation of the law, which can serve as a national status report in this area and a record of what is happening. 

In terms of other promotional measures, section 8 of the draft Law provides for public bodies to maintain their records (documents) “systematically in line with security standards”. While this is useful, it falls short of better practice in terms of records management systems, which are far more effective and realistic if they provide for a central body to set minimum standards and to provide support and assistance in this area. Records management is a complex science and not all public bodies can be expected to undertake this task without support. Furthermore, in the absence of centrally set minimum standards, there is likely to be a patchwork of different standards across the civil service. In many countries, it is the administrative oversight body (the information commission) that sets minimum standards in this area and provides support to public bodies to help them meet those standards. 

The draft Law also fails to provide for two other important promotional measures. First, there is no obligation on public bodies to provide appropriate or adequate training for their staff on the right to information. It is clear that officials will need training to be able to implement their obligations under the new right to information law. In the absence of a specific obligation to provide such training, it is likely that only some public bodies will make the required effort in this area. 

Second, there is no obligation on public bodies to report annually on what they have done to implement the right to information law. Such reporting – whether in the form of a special annual report on the right to information or a section on the right to information in the general annual report that each public body produces – is an invaluable source of information about what efforts have been made and what remains to be done to secure full implementation of the law. In many countries, the information commission relies on these reports to prepare its own central implementation report.

The third key issue is the absence of any public interest override for exceptions under the draft Law. Better practice, as reflected in the draft Law, is only to allow information to be withheld if the disclosure of that information would cause harm to a protected interest, such as national security or privacy. However, better practice laws also provide that, even where such harm would be likely to occur, the information should still be disclosed where the overall public interest would be served by this. In other words, where the public interest in accessing the information is greater than the harm from making the information public, the information should still be disclosed. This might be the case, for example, where the information contained evidence of corruption or human rights abuse, or where it could be used to enhance public participation. The draft Law fails to provide for such a public interest override.

	Recommendations:

· It is vitally important that the right to information law provide for an administrative level of appeal in addition to an internal complaint and the right to appeal to the courts. Ideally, this should be to a dedicated administrative oversight body, such as an information commission.

· In addition to having an appeal function, the oversight body should also be responsible for a number of promotional measures, as outlined above.

· The right to information law should incorporate a proper records management system, including by identifying a central body to set minimum standards and to provide support to other public bodies to meet those standards.

· The law should place an obligation on public bodies to provide adequate training on the right to information to their staff.

· The law should also require public bodies to report annually on what they have done to implement the law.

· A public interest override should be incorporated into the law whereby information will still be disclosed, even if this would pose a risk of harm to a protected interest, where the overall benefits from disclosure outweigh that harm. 



2. Right of Access

Section 3 of the draft Law sets out its objectives, including to ensure the right to information, and in an expeditious manner, as well as to promote accountability, responsibility and good governance. This is useful but a broader statement of objectives – for example also referring to ideas like promoting participation, respect for human rights and sound development while combating corruption and other forms of wrongdoing – would be even better. Even more importantly, the draft Law does not require those tasked with interpreting it to do so in the manner that best gives effect to these objectives. This can be quite important, for example when interpreting exceptions. 

	Recommendations:

· Consideration should be given to referring to a wider set of objectives in the law, along the lines suggested above.

· Those tasked with interpreting the law should be required to do so in the manner that best gives effect to the objectives.



3. Scope

According to section 3 of the draft Law, citizens have the right to access information held by public bodies (see also section 11). This is unduly limited in two ways. First, better practice is to allow not only individuals but also legal entities such as corporations and civil society organisations to make requests for information. Legal entities represent an important requester group in many countries and there is no reason to deny them this right. Second, better practice is to allow anyone, not just citizens, to access information. There is no risk to this, since sensitive information, for example on national security grounds, will be protected via the regime of exceptions. Experience in other countries also suggests that there will be relatively few such requests, so that it will not impose a significant burden on public bodies.

A public body is defined in section 2(c) of the draft Law as “any of the offices, departments or organizations which are using public funds fully or partially”. This is useful and probably covers a large majority of all public bodies. But it is useful, to avoid any ambiguity and to ensure that the definition is as broad as possible, to refer explicitly in the definition to bodies which are established by law or by the Constitution (which might, for example, operate without receiving public funding), State owned enterprises (which again might be profit-making in nature) and even private bodies which perform a public function.

	Recommendations:

· Everyone, including legal entities and foreigners as opposed to just citizens, should have the right to make requests for information.

· The definition of a public body should be broadened to include the categories noted above.



4. Requesting Procedures

The set of procedures for making and processing requests is somehow the operational heart of a right to information law, since it establishes the rules relating to the main system for accessing information (alongside the parallel system of proactive disclosure). In general, the rules in the draft Law on this are good, but it would be useful to clarify and add a few matters.

The following issues which are addressed in better practice right to information laws are missing from the draft Law:

· There is no obligation on public bodies, or on the Information Officer appointed pursuant to section 7, to provide assistance to requesters when they are having problems making requests, either because they cannot describe the information they are seeking clearly or due to disability or illiteracy. Instead, section 15(d) simply provides that requests that are not made in accordance with the law may be rejected.

· There is no prohibition on public bodies asking requesters what their reasons are for making a request for information. Better practice is to prohibit this to avoid the possibility of biased treatment of requests based on the identity and purpose of the requester.

· There is no reference to the idea of forms for making requests or what information needs to be provided when making a request. While this is not in itself a problem, it is better to address this in the law so as to avoid situations where public bodies develop unduly complex forms for making requests or require requesters to provide unnecessary information as part of their request.

· There is no requirement for the staff of public bodies to provide assistance and support to Information Officers, for example for purposes of processing requests and meeting other obligations under the law. Instead, section 7(c) provides that the Information Officer is “responsible to persuade the public body to fully cooperate with him in carrying out his duties under this law”. The Information Officer could only do this if other staff had some sort of obligation to cooperate with him or her.

According to section 14 of the draft Law, the regular time limit for responding to requests is 15 days, which may be extended by another 15 days for more complex requests. This is good practice, but best practice is to reduce the time limit even further, for example to ten days plus the possibility of a ten-day extension.

Section 16 provides that where a requesters wishes to access information in a particular format, the public body “it is allowed to do so” unless this would disrupt its activities or harm the record. Better practice is to require public bodies to provide information in the format requested where those conditions are not met.

Finally, section 17 provides: “The actual cost in finding and sending the information to a requester can be charged. But it must be in line with the financial rules of the Union Government.” The time taken to find information depends on the manner in which the public body maintains its records and it is unfair to impose higher fees on requesters where this is not done well. Better practice, therefore, is to limit fees to only the costs of reproducing (i.e. photocopying) and sending information to requesters.  
	Recommendations:

· The law should place a positive obligation on public bodies to provide assistance to requesters who need it for whatever reason to be able to make a request in accordance with the law.

· Public bodies should not be allowed to ask requesters what their reasons are for making requests.

· The law should set out clearly what information may be required as part of a request and public bodies should not be able to go beyond that.

· All staff at public bodies should be required to provide reasonable assistance to Information Officers to enable the public body to meet its responsibilities under the law.

· Consideration should be given to reducing the time limits for responding to requests, including for extensions, to ten days from 15 days.

· Public bodies should be required to provide information in the format preferred by requesters unless this would disrupt their activities or harm the record.

· Public bodies should only be able to charge for the costs of reproducing and sending information to requesters.



5. Exceptions

Just as the set of procedures for making and processing requests can be described as the operational heart of a right to information law, so the regime of exceptions can be described as the substantive heart, inasmuch as it defines the dividing line between what information is accessible and what is not. Better practice laws impose three main conditions on exceptions. First, they should only protect interests which are recognised under international law as being legitimate grounds for overriding openness (such as national security, public order, management of the economy, privacy and so on). Second, they should apply only where disclosure of the information would pose a clear risk of harm to that protected interest. Third, even where the first two conditions are met, the information should still be disclosed where this is in the overall public interest (i.e. where the overall public interest outweighs the harm to the protected interest). For the most part, the regime of exceptions in the draft Law meets the first two conditions and, as noted above, fails to respect the third condition (i.e. because there is no public interest override).

There are a few areas where the regime of exceptions could be tightened up. For example, section 18(e) provides for the following exception: “By disclosing information, there occurs disruption to the deliberative process of public body, or harms the success of policy, investigation or inspection procedure due to untimely disclosure of this information.” It is important to protect the deliberative process, but this sort of exception can also be abused. It is better to limit this by indicating that it only applies when disclosure of the information would harm the deliberative process “by inhibiting the free and frank provision of advice or exchange of views” within the public body. Otherwise, the notion of harming the deliberative process is too broad and flexible and may be abused.
Section 18(f) provides: “The disclosure of information unreasonably encroaches the freedom of a third party who is a prominent person.” There are two problems with this. First, it should not be limited to ‘prominent’ persons. Everyone has a right to privacy, which should be respected. Second, the idea of encroaching on the ‘freedoms’ of third parties is too broad and undefined, and this may lead to confusion in the interpretation of this exception. Furthermore, in many cases, people would prefer that information which affects their freedom should be disclosed, for otherwise it may continue, in secret, to undermine their freedom. Better practice is simply to protect the privacy rights of third parties. 
Section 18(g) states: “If a person, who has been granted with special right, does not give up his right, the information cannot be disclosed in the trial.” At least in English translation, this is unclear. Better practice is to protect information which is subject to legal privilege (i.e. information which lawyers are not required to provide to third parties due to solicitor-client privilege). 

A key issue for right to information laws is their relationship with other (secrecy) laws. Better practice is for all legitimate grounds for refusing to disclose information to be set out in the right to information law, at least in general terms (such as harm to national security). In this case, there is no reason why other laws should go beyond the regime of exceptions in the right to information law, although they may elaborate on exceptions that are provided for in that law (so, a secrecy law might elaborate on what is considered to be secret for purposes of national security while a data protection or privacy law might elaborate on the meaning of private information). Reflecting this approach, better practice right to information laws provide that, in case of conflict with other laws, their provisions prevail.

The draft Law is not very clear, at least in English translation, as to the position taken on this, which is very important in the context of Myanmar given that several laws, including the Official Secrets Act, 1923, have very broad secrecy provisions. Section 5 states that no requester shall be denied access except under this law (i.e. the right to information law), notwithstanding what other laws prescribe, which would appear to be exactly the sort of better practice approach referred to above. However, section 20 seems to provide that the definition of an exception in the right to information law shall have no effect on secrecy provisions in other laws, which appears to be saying the exact opposite. 

Pursuant to section 23, most of the exceptions come to an end after 20 years, but these may be extended by another 15 years “with the approval of Union government”. This reflects better practice which is to place an overall time limit on exceptions, while also recognising that there may be exceptional cases where the time limit needs to be extended. Better practice, however, is to place procedural constraints on extensions to the time limit, for example by requiring explicit approval of the Minister for such extensions (or, where one exists, by requiring the approval of the information commission). Otherwise, as currently stated, it is not clear who has the authority to extend the overall time limit on secrecy.
	Recommendations:

· The condition that harm to the deliberative process must be caused “by inhibiting the free and frank provision of advice or exchange of views” should be added to the exception in section 18(e). 

· Section 18(f) should be limited to privacy rights of third parties, but should apply to any individual, not just prominent persons.

· Section 18(g) should be clarified so that it applies to any information which is subject to solicitor-client privilege.

· The rules on relations with other laws should be set out very clearly in the right to information law and should make it clear that, in case of conflict, the provisions of the right to information law prevail.

· Extensions to the 20-year overall time limit for exceptions should be able to be made only through a special procedure which is specified in the law, for example only with the explicit approval of the minister or the information commission.



6. Sanctions and Protections

Chapter 7 of the draft Law sets out various prohibited forms of conduct which constitute obstruction of the right of access, while Chapter 8 provides for penalties in the form of fines for breach of these rules. It is presumed that these are intended primarily as criminal or quasi-criminal forms of sanction. This is useful but experience in other countries demonstrates that administrative sanctions are more effective due to the difficulty of applying criminal sanctions. The system in India, whereby information commissions can impose small daily fines on officials who are obstructing access, has been particularly effective in practice. 

The draft Law fails to provide for remedies where public bodies are, on a general and systematic basis, failing to respect their obligations under the law. It does not always make sense, and nor is it always fair, to focus on individuals when the real problem lies more generally with the whole public body. In such cases, better practice is to empower an oversight body, usually the administrative oversight body or information commission, to require the public body to undertake structural measures to improve its performance, for example by training its officials, managing its records better and so on.

According to section 29, no official may be “prosecuted while carrying out the duty with goodwill or carrying out duties in accordance with this law.” This is useful but better practice is to extend this protection beyond just prosecutions to include employment-related sanctions for good faith steps to implement the law.

The draft Law fails to provide protection to whistleblowers, defined as those who expose wrongdoing, serious maladministration, a breach of human rights, humanitarian law violations or other threats to the overall public interest, even if they otherwise act in breach of a binding rule or contract, as long as at the time of the disclosure they had reasonable grounds to believe that the information was substantially true and exposed wrongdoing or the other threats noted above.
	Recommendations:

· Consideration should be given to putting in place a system of administrative sanctions (essentially smaller fines imposed by an administrative body) for officials who obstruct access to information.

· Consideration should be given to putting in place a system whereby public bodies may be required to undertake structural measures to improve their performance.

· The protection in section 29 should be extended to cover employment-related sanctions.
· The law should provide protection to whistleblowers as defined and under the conditions set out above.
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